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The following browser settings are required to access CalREDIE:

*Please note: If you are unable to access or change any of these settings please contact your system
administrator.

1. Internet explorer 7.0 or higher

2. List the CalREDIE site URL as a trusted site. File Edit ‘iew Favorites | Tools  Help
b i 3
a. Open your IE browser. @ Back ~ () - Iﬂ F rl:lall andall‘\leu:es »
b. Select “Tools” | MDF"UF' ;;d r
% . ” Search the Web anage -0ns. ..
c. Select “Internet Options Synchronize...
Windows Update
Sun Java Console

Internet Options 2lx|
General  Security |P|ivacy| Contentl Conneclioms' Prngramsl Advancedl

Select a'web content zone to specify its security settings

a. Click “Security” tab —
. -
b. Select “Trusted Sites” @ ﬁ 0 9

Internet Local intranet  JAIEEREEIEE  Restricted

c. Click “Sites” e

Trusted sites

This zone contains ‘Web sites that yau
trugt not ko damage your computer or
data

Security level for this zone

Custom

Custom settings.
- Ta change the settings, click Custom Level
- To uge the recommended zettings, click Default Level,

Custom Level... | Diefault Level |

ak, I Cancel | PRl |
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a. Enter the CalREDIE URLS in the “Add

this Web site to the zone” box.
# You can add and remove websites from this zone. All websites in

v this zone will use the zone's security settings.

https://calredie.cdph.ca.gov
https://calrediestaging.cdph.ca.gov Add this website to the zane:
I fidd l
H o" ”
CI!Ck ”Ad(':’l Websites:
CIICk OK Hemove
IV Require server verification (https:) for all sites in this zone
Close I
3. Enable Active X and Javascript for the Internet Options [2]X]
trusted sites General Security 'Privacyl Content | Connections | Programs | Advanced |
a. From the Security tab used above, Select a zone to view or change security settings.

click “Trusted Sites” 9 \,,‘] J ®
H “ ” - --)
b‘ CIICk Custom LeveI Internet Localintranet NSt gl Restricted
sites

Trusted sites ;
» . . / Sites I
This zone contains wepSites that you

W trust not to damage $our computer or
vour files,

(Please note: The following Security Settings
only apply to secure websites listed as - Security level for this zone
Trusted Sites)

Custom

Custom settings.
- To change the settings, click Custom level.
- To use the recommended settings, click Default level,

Custom level... Default level |

S ———
Reset all zones to default level |

OK I Cancel I Apply I
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Security Settings i 21 x|

Settings:
-

a. Select “Low” from the drop-down

b. Click “Reset” O Disable
{® Enable
O Prompt
& Run components signed with Authenticode
) Disable
{® Enable

O Prompt
@ ActiveX controls and plug-ins
@ Automatic prompting For ActiveX controls
O Disable

{® Enable
[ER) . Dirmiess: smel ~cxink baboiioks D4
«| | »

—Reset custom settings

Reset t@ D Reset |

| OK I Cancel I

Set the following:

ActiveX controls and plug-ins & Automatic prompting for ActiveX Controls —

@ Activer controls and plug-ins
@ Aukamatic prompting For Ackivel controls

Disable
Enable

ActiveX controls and plug-ins - Download unsigned ActiveX Controls —»

@ Dowvnload unsigned Ackivex controls
Disable
Enable
Prampk

ActiveX controls and plug-ins — Initialize and script ActiveX Controls not marked as safe for scripting
_)

@ Iritialize and script Ackivel contrals nok marked as safe
Dizable
Enable
Prarpk
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Downloads — Automatic prompting for file downloads —

(= Downlaads
@ Aukamatic prompking For file downloads
(") Disable
(®) Enable

Miscellaneous — Allow scripting of Internet Explorer Web Browser Control —
@ .ﬁ._llcuw scripking of Inkernet Explorer Webbrowser conkrol

(_) Disable

(@) Enable

Miscellaneous — Allow script-initiated windows without size or position constraints —
@ .ﬁ._llcuw script-initiated windows without size or position conskr

() Disable

(®) Enatle

Miscellaneous — Display Mixed Content —

@ Display mixed conkent
() Disable

Miscellaneous — Use Pop-up Blocker —»

@ Use Pop-up Blocker
() Disable
() Enable

—n

Miscellaneous — Websites in less privileged web content zone can navigate into this zone —
£ | Websites in less privileged web content zone can navigate into tF

O Disable

{® Enable

QO Prompt
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4.

Disable Security Setting
a. Click “Advanced” tab
b. Scroll down under “Security”
settings
c. Un-check setting “Do not save
encrypted pages to disk”
d. Click “OK”

Disable AutoComplete

a. Click the “Content” tab

b. Under the “AutoComplete”
section select “Settings”

c. Uncheck “User names and
passwords on forms”

d. Click the “Delete AutoComplete
history” button

e. Click “OK”

AutoComplete Settings x|

AutaComplete lists possible matches from entries you've
typed or visited befare,

~Use AutoComplete For
v Address bar
v EBrowsing histary
¥ Favorites
I~ Feeds
™| Wse Windows Search For better results
[ Forms
Cﬁ;names and passwords on forms

W e BT Or e AN PSSO s

/'.‘ Delete AutoComplete histary. .. |

oK I Cancel |

Internet Options

Generall Securityl Privacy | Contentl Connectionsl Programs Advanced |

Settings

% Security ;I
O Allaw active content from CDs ko run an My Computer™

O Allaws active conkent ta run in files on My Computer®

O Allaws software to run or install even if the signature is inve
[A check far publisher's certlFlcate revocation

D Check, For : & revocation™

PP owser is clc
Enable Integrated Windows Authentication®
Enable native XMLHTTP support J
[ Phishing Fileer
O Disable Phishing Filker
(& Turn aff automatic website checking | '|
»

4]

*Takes effect after vou restart Internet Explarer

Restore advanced settings I

Resek... |

‘ou should only use this if your browser is in an unusable state,

Reset Internet Explorer settings

Deletes all temporary files, disables browser
add-ons, and resets all the changed settings.

2l

[0]4 I Cancel Apply

General I Security I Prlva;i Content |C0nnectl0ns I Programs I Advanced I

Content Advisor
d mp wou control the Internet content that can be

wiewed on this computer,

Enable... | Sethings

Certificates

Use certificates for encrypted connections and identification.

Clear S5L state Certificates | Publishers |

AutoComplete e e

:3 AutoComplete stores previous entries Settings
=)

on webpages and suggests matches
far you,

Feeds and 'Web Slices
E Feeds and Web Slices provide updated Settings |
f| rontent Fram websites that can be
read in Internet Explorer and other
programs.

@ ‘N.—-/'
)CBPH

PublicHealth
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6. Disable AutoComplete

a. Click the “Content” tab

b. Under the “AutoComplete”
section select “Settings”

c. Uncheck “User names and
passwords on forms”

d. Click “OK”

AutoComplete Settings | X}

AutoComplete lists possible matches from entries you've
typed befare,

Use AutoComplete for
IV web addresses
™ Forms

User names and passwords on Forms

¥ " Prompt e to save passiords

Delete AutoComplete history

To delete stored form data and passwords, click the
General tab, click Delete, and then click Delete forms or
Delete passwords,

OK I Cancel

. Select the “General” tab
Click “Delete...”
Click “Delete passwords”
. Click the “Yes”

Click “OK”

S

> o

Delete Browsing History E

Temporary Internet Files

Copies of webpages, images, and media that Delete files...

are saved for Faster viewing,

Cookies

Files stored on your computer by websites to Delete cookies... I
save preferences such as login information.

History

List of websites you have visited. Delete history... I
Form data

Saved information that you have typed into Delete farms... |
f

orms.
(i  Delete passwords...

About deleting browsing history Delete all... I Close I

Passwords

Passwords that are automatically filled in whe
vou log on to a website you've previously
visited,

General I Security I Priva;i Content |C0nnecti0ns I Programs I Advanced I

Content Advisor
g mp wou control the Internet content that can be

wiewed on this computer,

Enable... Sethings

Certificates

Use certificates for encrypted connections and identification.

Clear 551 state Certificates | Publishers |

AutoComplete e —

%} AutoComplete stores previous entries Settings

on webpages and suggests matches
far you,

Feeds and ‘Web Slices
@ Feeds and 'Web Slices provide updated Settings |
[ rontent from websites that can be
read in Internet Explorer and other
programs.

Internet Options EI E ‘

General 'Seturity I Privacy I Content I Connections I Programs | Advanced ]

Home pa

,? To create home page tabs, type each address on its own line.
- . >

|

Use current I Use default l Use blank I

Browsing history

1 Delete temporary files, history, cookies, saved passwords,

) and web form information.
m Settings |
e —

Change search defaults.

Settings l
Change how webpages are displayed in Settings
tabs.

Appearance

Colors | Languages l Fonts | Accessibility |

oK I Cancel | Apply: I

\o‘.o ;
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The following Windows settings are required to access CalREDIE:
*Please note: If you are unable to access or change any of these settings please contact your system
administrator.
1. — Set text DPI to 96 DPI Arrange Icons By »
a. Right-Click your Desktop Refresh
b. Select “Properties” Pacte
Paste Shortcut
Mew 4
Properties
a. Click the “Settings” tab 2l

“ ” .
b. Select “Advanced Themesl Desklopl Screen Savetl Appearance  Settings I

Display:

[Default Monitor] on Virtual PC Integration Components 53 Trio32/64
Screenresolution ——— | [ Color quality
Less — More 29

Highest [
(AR AR RN

1256 by 735 pisels (Bl B R |

Troubleshoot... -.
0K I Cancel | Apply I
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a. Select “Normal size (96 DP|)" (Default Monitor) and ¥Yirtual PC Integration Compone

H " n
Click “OK General lAdapter ] Monitor | Troubleshoot |
c. Click “Yes” on pop-up window to

reboot your computer

r Display

If your screen resolution makes screen items too small ko view
comfortably, you can increase the DPI to compensate. To change
font sizes only, click Cancel and go to the Appearance tab,

DPIs

Hnge

Mormal size (96 dpi)

r~ Compatibility
Some programs might not operate properly unless you restart the
computer after changing display settings.

After I change display settings:

" Restart the computer before applying the new display settings
¢ Apply the new display settings without restarting

" sk me before applying the new display settings

Some games and other programs must be run in 256-color mode.
Learn more about running programs in 256-color mode.

OK I Cancel Apply
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The following can help resolve common issues:

*Please note: If you are unable to access or change any of these settings please contact your system
administrator.

1. EFC upload feature is missing.
a. Verrify you see the Red “X” as shown

a CalREDIE - Upload -- Webpage Dialog L : x|
Upload >

Album l
Name:

Notes: :_I

Files in the Album:

File Name Date & Time Created Delete )

Information contained on this form or report which would permit identification of any individual has been collected vith a guarantee that it
vill be held in strict confidence, vill be used only for surveillance purposes, and vill not be disclosed or released vithout the consent of the
individual in accordance with Section 308(d) of the Public Health Service Act (42 U.5.C. 242m).

b. Have your system administrator log e. You can now logoff CalREDIE and
into your computer with their Windows
Windows account and then let you
log into your CalREDIE account. f. Log back into the computer with your

normal Windows account
c. Navigate through the EFC to the
Upload window g. The EFC file upload/scanning will be
present from now on
d. The file upload feature should now be
present instead of the red “X”
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